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Best Practices in Training Staff in the Identification of Suspicious Activity Indicators


The measures summarized below are recognized as contributing to a comprehensive staff training program.

(a).
Training to be pitched at the appropriate level considering the banking duties and anti-money laundering responsibilities of staff.

(b).
Induction training of all staff to include the identification and reporting of suspicious activity.

(c).
Continuation training for all staff to regularly include content aimed at maintaining awareness and updating knowledge on the identification and reporting of suspicious activity.

(d).
“Live” training presentations to make use of the following aids :

(i).
Training video produced by Financial Institutions, DNFBPs & regulatory and professional bodies.

(ii).
Sanitized case studies prepared by enforcement agencies.

(e).
Formulation of an “AML / CFT Statement” by individual banks and distribution to all staff.

(f).
Use of regularly distributed internal circulars to maintain awareness and update knowledge of suspicious activity identification and reporting.

(g).
Use of the tannoy system ( for those banks which have it ) to maintain awareness and update knowledge on suspicious activity identification and reporting. 

(h).
Development of computer based training, e.g. training programs in digital format or on bank intranet, for use by individual staff members.


